Request for Proposal (RFP)
Proofpoint Security Education Platform – License Expansion (Including Phishing Simulation Module)
1. Introduction
Unibank CB invites qualified vendors and authorized Proofpoint partners to submit proposals for the expansion of Unibank’s existing Proofpoint Security Education Platform license, including access to the Proofpoint Phishing Simulation Module.
This initiative is intended to strengthen Unibank's information security posture by scaling the current employee awareness and phishing simulation program to cover a larger user base.
2. Background
Unibank is a leading banking institution committed to maintaining the highest standards of information security and cybersecurity awareness.
Unibank currently utilizes the Proofpoint Security Education Platform as the active and operational solution for security awareness training and phishing simulations.
The purpose of this RFP is not to procure or implement a new security education product, but to obtain proposals for increasing the number of licensed users under the existing Proofpoint solution.
Current licensed user count: 1,900 users
Requested licensed user count : 1,900 users
Vendors must ensure their proposal specifically addresses the license increase requirement, including the commercial, technical, and support aspects.
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This RFP does not include implementation of a new platform, migration, replacement, or onboarding of a new vendor product. The objective is strictly license scaling/upgrade of the existing Proofpoint solution.
Thank you for your interest in partnering with Unibank. We anticipate a successful collaboration and timely completion of the license expansion process.

