Request for Proposal (RFP) - Security Education Platform with Phishing Simulation Module
1. Introduction
Unibank CB invites qualified vendors to submit proposals for the acquisition and implementation of a comprehensive Security Education Platform with a Phishing Simulation Module. This initiative is aimed at strengthening Unibank's information security infrastructure by enhancing employee awareness and preparedness against cyber threats.

2. Background
Unibank is a leading banking institution committed to maintaining the highest standards of information security. In line with this commitment, Unibank seeks a vendor capable of providing a state-of-the-art Security Education Platform with an integrated Phishing Simulation Module to educate and test employees on cybersecurity best practices.
3. Scope of Work
The selected vendor shall provide the following:

· A comprehensive Security Education Platform with interactive learning modules.
· A Phishing Simulation Module capable of simulating realistic phishing attacks.
· Integration with Unibank's existing security infrastructure.
· Advanced analytics for monitoring and assessing the effectiveness of the training program. 

4. Conclusion
Unibank looks forward to receiving comprehensive proposals from qualified vendors. The selected vendor will play a crucial role in enhancing Unibank's cybersecurity resilience through the implementation of an advanced Security Education Platform with a Phishing Simulation Module.
Thank you for your interest in partnering with Unibank. We anticipate fruitful collaboration and a successful project implementation.

Note: Please send us your quotation for the Proofpoint product for 1800 users.
